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OLD DOMINION UNIVERSITY 
BOARD OF VISITORS 

AUDIT AND COMPLIANCE COMMITTEE 
June 13, 2019 

 
MINUTES  

 
 
The Audit and Compliance Committee of the Board of Visitors of Old Dominion University met 
Thursday, June 13, 2019, at 8:00 a.m. in Committee Room A of the Kate and John R. Broderick 
Dining Commons on the Norfolk Campus.  Present from the Committee were: 
 
     Ross Mugler, Chair 
     R. Bruce Bradley, Vice Chair 
     Carlton F. Bennett 
     Jerri F. Dickseski 
     Donna L. Scassera 
      
Also present were: 
 

Austin Agho 
John Broderick 
Mary Deneen 
Greg DuBois 
Lauren Figg (APA) 
Mike Frizzell  
Todd Johnson 
Donna Meeks 
Earl Nance 

Amanda Skaggs 
Don Stansberry 
Holly Stout (APA) 
Doug Streit 
Deb Swiecinski 
Vanessa Walker 
Rusty Waterfield 
Jay Wright 

 
The meeting was called to order at 8:00 a.m. 
 
I. Closed Session - Upon a motion made by Ms. Dickseski and seconded by Mr. Bradley, the 

Committee approved a motion for closed session to discuss the evaluation of the Chief 
Audit Executive (Dickseski, Bradley). 
 

II.  Reconvene in Open Session and FOIA Certification – After reconvening in open session, 
the Committee approved the FOIA Certification (Dickseski, Bradley). 
 

III.  Approval of Minutes – Upon a motion made by Ms. Dickseski and seconded by Mr. 
Bradley, the minutes of the meeting held on April 25, 2019, were approved by all members 
present and voting (Bradley, Dickseski, Scassera). 



IV. Report from the Auditor of Public Accounts – Ms. Holly Stout, Audit Manager from the 
Office of the Auditor of Public Accounts, reported that they issued an unmodified opinion 
on the University’s financial statements for the year ended June 30, 2018. The Internal 



on those that have regulated and/or restricted data, and software decision analysis reviews 
are performed for all IT related purchases or renewals. 
 
Mr. Streit focused on two examples of risk and the efforts being taken to mitigate those 
risks. About four years ago it was discovered that login credentials weren’t safe because 
people were giving away their passwords, so two-factor authentication was implemented. 
It was initially deployed to specific University departments and last year to faculty and 
staff. This past year it was is deployed to students, including their G




